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ABSTRACT 

Heavy Brigade Counterreconnaissance Adequacy in Conventional 
Operations by MAJ Russell H. Rector, USA, 60 pages. 

This monograph finds that the US heavy brigade is 
inadequately prepared in peacetime to perform counter- 
reconnaissance against the potential adversaries it may face 
on the modern battlefield.  Winning the fight for 
information has been essential to victory throughout history 
and remains so today.  We are not winning that fight. 
Examination of NTC take home packages, ARTEP evaluations, 
commanders training summaries and other independent reports 
indicate serious weaknesses exist in counterreconnaissance 
doctrine, organization and training. 

The monograph introduces nine counterreconnaissance 
tenets that form the core of success in the information 
battle.  These are: asset sufficiency, priority, asset 
integration, depth, deception, discipline, task 
responsibility, command involvement and unity of command. 
Historical examples from the age of Napoleon through World 
War II demonstrate their significance.  Current US doctrine, 
organization and training violates nearly every one. 

Finally, the monograph provides some insight into how 
the US Army may correct these deficiencies.  It does not 
recommend increased structure or operational tempo.  It does 
advise using current assets more efficiently and offers the 
framework to do so. 
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I• Introduction 

The whole art of war consists of getting at 
what lies on the other side of the hill, or 
in other words, in deciding what we do know 
from what we do not. 

The Duke of Wellington 

Throughout Sun Tzu's The Art of War, a common theme 

crops up concerning relationships in conflict. 

Relationships exist between good and evil, light and 

dark, war and peace, ignorance and enlightenment.  A similar 

relationship exists between reconnaissance and counter- 

reconnaissance.  They are different sides of the same 

2 conflict.  That conflict is the battle for information. 

Reconnaissance is the search for information; as such 

it is a critical combat function.  The commander who can see 

"what lies on the other side of the hill" possesses a 

distinct advantage over his enemy. 

Accurate, timely information continues to be the 

key to winning on the modern battlefield just as it has 

been for centuries.  There is a positive relationship 

between the effectiveness of reconnaissance and 

intelligence.  We are reminded by the military theorist 

Clausewitz that: "No other human activity is so continuously 

and universally bound up with chance."  It is chance that 

causes the commander to seek out the best information 

possible.  According to Richard Simpkin,  "Ultimately, the 

quality of information determines the degree of real 

tactical risk."  Effective reconnaissance reduces 



uncertainty, thereby allowing prudent risk on the 

battlefield.  It opens the door to a wide variety of 

possibilities. 

FM 100-5, Operations, lays out nine principles of war 

that form the bedrock of US Army doctrine.  Fundamental to 

operating successfully across the full range of military 

operations is an understanding of the army's doctrinal 

foundations--the principles of war.  They have endured the 

test of time since 1921 with little refinement.  The fight 

for information is simply the precursor to optimize 

performance by applying these principles of war. 

Thorough reconnaissance enhances any army's ability to 

apply these principles judiciously.  Reconnaissance allows 

surprise and the ability to bring strength against weakness. 

Armies must first discern whether a potential objective is 

attainable prior to selecting it.  An army also needs 

information to maneuver effectively and to know where to 

risk/conduct economy of force operations.  Reconnaissance is 

essential in preventing the enemy from gaining an unexpected 

advantage (surprise).  The first step toward seizing the 

initiative in any offensive or defensive operations is 

effective reconnaissance. 

Effective counterreconnaissance will deny a potential 

enemy the information he requires to see our "side of 

the hill."  A successful counterreconnaissance effort 

forces an adversary to gamble on the battlefield 

rather than taking prudent risk, thus enhancing friendly 



force opportunities for success. 

Russians and Ukrainians share the American appreciation 

of the magnitude of winning this reconnaissance/ 

counterreconnaissance battle: 

The conditions of modern combat, characterized 
by great maneuverability and by rapid and 
drastic situation changes, have further 
enhanced the role and importance of reconnaissance. 
Moreover, a modern confrontation of adversaries 
roughly equal in quantity and quality of 
weapons constitutes a struggle primarily to attain 
superiority in battlefield reconnaissance, since 
victory will be gained by the side that can first 
locate and hence destroy the most important enemy 
objectives.  In other words, in order to defeat (the 
enemy) it is necessary not only to have the weapons 
needed for his destruction, but also to know exactly 
where he is, what he is doing, what is the nature of 
his fieldworks, and what he intends to do. 

1 
R.G. Simonyan and S.V. Grishin 

This monograph focuses on the counterreconnaissance 

portion of the reconnaissance/counterreconnaissance 

conflict.  It will determine if US heavy brigades are 

capable of effectively countering the reconnaissance efforts 

of highly efficient potential adversaries.  Adversaries, 

such as the Russians and Ukrainians, possess ground 

reconnaissance assets trained and equipped to penetrate a US 

heavy brigade counterreconnaissance screen. 

Current US brigade level counterreconnaissance 

capability needs improvement.  To develop this thesis, this 

monograph introduces nine tenets of counterreconnaissance 

and provides a brief summary of their genesis.  Three 

historical examples depict where the conflict between 

opposing reconnaissance and counterreconnaissance 



capabilities resulted in dramatic successes or defeats. 

These historical examples demonstrate the tenets as the 

critical initial elements in success or failure. 

Following these historical reviews, a brief discussion 

surveys the current Russian and Ukrainian ground 

reconnaissance capabilities.  A review of the credibility of 

the US Opposing Forces (OPFOR) reconnaissance capability at 

the National Training Center (NTC) to replicate these threat 

models sets the stage for examining our own 

counterreconnaissance assets. 

In addition to NTC experience, US counterreconnaissance 

capability could be tested through wartime experience. This 

monograph discounts Desert Storm experience.  Although the 

Iraqis were partially Soviet-trained and equipped, they 

did not pose an analogous threat.  The Iraqis were not a 

9 
valid test of US counterreconnaissance capability. 

The next section of the monograph summarizes the 

serious weaknesses in the US Army's counterreconnaissance 

doctrine, organization and training as has been discussed in 

a number of reports.  These flaws in doctrine, organization, 

and training come to the surface not only at the NTC, but 

through ARTEP evaluations and commanders' summaries of unit 

training performance at home station. 

The monograph concludes by restating and answering the 

thesis question: Are US heavy brigades adequately prepared 

to perform counterreconnaissance?  It also offers possible 

alternatives and enhancements for current doctrine, 



organization and training techniques.  Finally, this section 

reviews the nine tenets of counterreconnaissance and 

recommends that they be considered during any future 

modification of doctrine. 

The nine tenets of counterreconnaissance emanate from 

summaries of take home packages of brigades from the NTC, a 

1988 RAND Report and the results of a General Officer 

Executive Committee (GOEC) assigned to evaluate 

counterreconnaissance in 1990.   Training summaries from 

commanders' evaluations corroborate them as do ARTEP 

evaluations.  History demonstrates their validity.  They 

apply to all levels from battalion through corps. 

Asset   Integration  concerns using all available assets. 

The GOEC found battalions frequently used scouts on 

counterreconnaissance screen lines without augmentation.  On 

the opposite end of the spectrum, when units used a 

combination of scouts, maneuver units, FA, mortars, COLT 

teams, GSRs, IEW units and engineers, they were successful 

in preventing enemy reconnaissance units from penetrating 

the counterreconnaissance screen line. 

Command  Involvement  pertains to using all available 

expertise in the counterreconnaissance fight.  Often, the 

night TOC officer supervises the fight instead of the 

primary staff and commanders.  Lack of expertise caused 

recurrent hesitation to make appropriate decisions. 

Discipline  was noted by observer/controllers as another 

deficiency in counterreconnaissance at the NTC.  Take home 



packages indicate lack of discipline (eg. sleeping during 

operations) as a primary reason OPFOR reconnaissance 

13 elements get through to fulfill their missions. 

Responsibility  for conducting counterreconnaissance 

should be broken down into two components: surveillance and 

hunter/killers.  The GOEC study found that one unit 

fulfilling both jobs of finding and destroying enemy 

reconnaissance patrols allowed trailing enemy units to 

identify and avoid the location of screen line OPs easier. 

Two separate elements (one surveillance and the other the 

hunter/killers) slows enemy reconnaissance. 

Unity  of  Command  provides a single commander for more 

efficient coordination of lookers and killers while 

simultaneously preventing fratricide.  In 1987, RAND found 

that lack of coordination by friendly counterreconnaissance 

units allowed a greater number of OPFOR reconnaissance units 

to penetrate brigade and battalion screens when no single 

commander and staff coordinated their efforts. 

Asset  Sufficiency  concerns having enough surveillance 

and hunter/killers to cover the counterreconnaissance screen 

area.  The GOEC study recommends the counterreconnaissance 

screen sector be layered to meet a layered enemy 

reconnaissance effort.  It recommended a heavy company team 

for .both battalion and brigade counterreconnaissance 

screens each.  Scout platoons could only provide OPs for 

approximately 1/2 a battalion frontage for 24 hours or 1/3 

the frontage for sustained operations in a single layer. 



Take home packages indicate that highly successful 

battalions use up to a light company team as surveillance 

with the scouts and a heavy company team as the 

17 hunter/killers. 

Depth  closely associates with asset sufficiency. 

Depth affords counterreconnaissance units time. Additional 

time allows fewer assets to find and destroy enemy 

reconnaissance.  Expanded assets conversely lessen reaction 

time.18 

Priority  involves focus.  O/Cs explain that units 

conducting counterreconnaissance are given too many other 

missions to accomplish simultaneously.  Priority also 

concerns choosing which friendly assets to protect from 

10 
observation first and which to allow the enemy to see. 

Deception   includes manipulating what the enemy sees. 

Invariably enemy reconnaissance units will get through the 

screen.  Friendly forces will not know this.  Deception is 

the last line of defense in this case.  Moving the main body 

prior to contact is another form of deception.  Two factors 

are at work in counterreconnaissance deception. The first is 

an effort to portray false information.  The second is to 

20 insure that accurate information is not timely. 

History demonstrates these counterreconnaissance tenets 

time and again.  The following examples demonstrate a direct 

causal relationship between the fight for information and 

success or failure in the subsequent battle.  The tenets 



provide a basis for understanding why a unit enjoyed success 

or suffered defeat. 

II. Historical Background 

There is typically a battle which precedes the 
battle -- a confrontation of opposing reconnaissance 
units -- and the winner of that preliminary battle 
is most often the victor in the main event. 

LTG  E.S.   Leland21 

History is replete with examples in which the fight for 

information was the linchpin of victory for the side which 

both gained required battlefield information and denied the 

enemy the same.  Three examples demonstrate many of the 

counterreconnaissance tenets:  Murat's cavalry screen early 

in Napoleon's Ulm campaign (7-14 October 1805), the French 

during the German blitzkrieg of 1940, and the Soviets on the 

eastern front at Kursk in 1943. 

The Ulm campaign of 1805 began with the traditional 

Napoleonic closure of French borders and resultant cessation 

of normal information flow from France to the rest of the 

world.  The first campaign moves were the launching of 

Lannes Vth Corps and Murat's Cavalry Corps across the Rhine 

and into the defiles of the Black Forest on the 27th of 

September 1805.   The Austrians under General Mack were 

deliberately allowed to hear of these moves via civilians 

and from those patrols the French allowed through their 

screening forces.  The deception had begun.  Shortly after 

entering the Black Forest, the French Army moved north. 

Murat's Cavalry Corps continually interposed itself 

8 



between Austrian patrols and the dispersed routes of the 

French Corps.  The single largest body the Austrians had to 

observe was Murat's cavalry screen.  Had the Austrians 

penetrated Murat, Ney's Corps was behind him in depth and 

would have looked like Napoleon's main body.  Murat was 

still the only corps within observation or weapons range of 

23 Mack's Austrian main body. 

Murat's use of dispersed mobile observation posts 

reinforced with squadrons behind them provided further depth 

of counterreconnaissance capabilities and prevented Mack's 

cavalry patrols from penetrating the screen.  Mack became 

24 transfixed by the French counterreconnaissance screen. 

As Mack's forces positioned themselves around the 

city of Ulm, the vast preponderance of his reconnaissance 

effort was focused north and west of the city against 

25 Murat.   This was precisely what Napoleon desired, for it 

gave him an opportunity to envelop Mack's entire army. 

Murat's screen held the attention of Mack while Napoleon 

maneuvered to envelop Mack from the northeast, east and 

southeast. 

The tenacity with which the French forces repelled 

any Austrian attempt to penetrate their counter- 

reconnaissance screen caused two things to happen.  First, 

the denial of information paralyzed the Austrians.  Second, 

the efforts of Murat to prevent Mack from gaining 

information caused Mack to falsely assume he was facing the 

main body of Napoleon's army positioned somewhere behind 



this impenetrable screen and that movement on his part was 

not yet warranted.  Napoleon's corps actually were 

approaching him from a different direction. 

The previous excerpt demonstrates six of the nine 

tenets of counterreconnaissance.  Units placed in the 

counterreconnaissance screen had no other mission than to 

preclude Austrian reconnaissance patrols from penetrating 

their screen.   Murat's cavalry corps provided plenty of 

space to destroy reconnaissance units before they came into 

observation range of Ney's corps.  Murat's regimental 

commanders coordinated the actions of surveillance and the 

killers.  Mobile dispersed OPs provided surveillance while 

the killers were the squadrons in position behind them.  An 

entire cavalry corps provided sufficient counter- 

reconnaissance assets.  The use of Ney's corps behind the 

screen displayed enough of the trappings of a main body to 

provide any patrol that happened upon it with false 

information.  The use of such a large screen and the 

existence of another corps behind the screen combined to 

make the deception credible to General Mack. 

The inability of Mack to gain accurate information 

necessary for him to determine the location of Napoleon's 

main body paralyzed him.  By the time he realized the 

predicament he was in, it was too late.  Mack surrendered 

his encircled force of 25,000 Austrian infantry, 2,000 

cavalry and numerous small arms and guns on 15 October 

27 1805.   The next example involving the French was not to 

10 



be so propitious. 

The onslaught of mechanization in the Second World War 

placed even greater emphasis on timely and accurate 

reconnaissance.  Security lay in the ability of mechanized 

forces to remain in motion.  For these mobile forces to keep 

from blindly colliding with enemy forces, they not only had 

to see enemy, but they had to see him at greater range than 

at any time previously. Recon units had to report 

information in near real time to be of any use. 

General Heinz Guderian, in his Armored Forces (1937), 

echoed the observations and conclusions of his Prussian 

ancestors: 

Reconnaissance calls for highly mobile, flexible, 
and easily handled units that possess a wide radius 
of action and good means of communication. 
Reconnaissance forces must observe and report to a 
maximum, without being observed themselves. 
Therefore, the smaller the reconnaissance element 
and the more readily it lends itself to concealment, 
the easier the accomplishment of its mission will 
e. 

At the outset of the battle for France in World War II, the 

German Army fielded small reconnaissance units able to move 

and report quickly.  The success of the Blitzkrieg depended 

on the tank, the airplane, and the radio-equipped 

reconnaissance and command and control units that Guderian 

29 pioneered. 

Numerous examples of motorcycle equipped scouts 

providing critical information from deep behind enemy front 

lines allowed German spearheads to exploit gaps in French 

defenses before the defenders could react: 

11 



German knowledge [gained by their recon units] of 
the enemy positions in the Ardennes and along the 
Meuse was quite comprehensive-and generally 
encouraging to them.  They realized from extensive 
reconnaissance by every possible means, that the 
defenses were shallow and, in places incomplete.' 

In places where the French were able to interpose 

counterreconnaissance forces between the German 

spearheads and the French main body, German recon units 

still got through. 

At the River Semois on 11-12 May 1940, a French 

cavalry division was given the mission to prevent 

German reconnaissance units from crossing the river or 

securing the Longwy Bridge.  The French were equipped with 

both halftracks and tanks superior to anything found in 

either the German recon units or the main armored 

spearheads themselves.  Given these advantages, the French 

counterreconnaissance screen faltered then gave way 

altogether.31 

The French did not dismount any OPs despite the 

proximity of small German recon units.  They also attempted 

no deception and had a difficult time coordinating artillery 

fire against the enemy reconnaissance units they did 

identify.  As a result, German reconnaissance traversed the 

river unimpeded.  They later returned and were able to 

direct infantry across the river below the Longwy Bridge 

who subsequently took the bridge from the French side. 

The French had somewhat better success from the 6th 

through the 8th of June 1940 at another river between 

12 



Chateau Porcien and Attigny.  French counter-reconnaissance 

screens prevented German scouts from penetrating the river 

line for three days.  They did so through the integrated use 

of a surveillance line reinforced with a company of medium 

tanks.  A single battalion commander was in charge. 

Interestingly, an unattached scout platoon rested idly 

throughout the time. Finally, on the 9th, the Germans fought 

through the French counterreconnaissance units. 

Using heavy artillery and Stuka attacks, coupled with a 

dismounted infantry assault supported with tank fire acting 

as a feint, motorcycle and dismounted recon patrols 

infiltrated across the river line.  A gap was found four 

hours after the recon units penetrated the river line. 

Within two hours the Germans had seized a bridgehead and the 

counterreconnaissance screen collapsed.  The main defensive 

belt behind the river had not been completed before Rommel's 

armor of the 7th Panzer Division poured through.  There is 

no evidence that a deception plan existed. 

The French disaster of 1940 illustrates eight of nine 

counterreconnaissance tenets.  French priority focused on 

using combat forces to defend against the German spearheads 

rather than in stripping away their reconnaissance units. 

Some halftracks and their crews at Semois were captured 

intact on the night of 11 May 1940.  They were found 

asleep.   The French screens had insufficient depth to 

allow them time to destroy enemy reconnaissance elements. 

At Chateau Porcien, Rommel's 7th Panzer Division poured 

13 



straight into the incomplete French defenses.  The French 

never attempted to deceive the Germans of its location. 

Although the French possessed high quality electronic 

intercept and direction finding equipment, they never 

integrated these assets into their counterreconnaissance 

3? plan.   There was no indication that the French formally 

set up a separation of tasks between OPs and killers.  At 

the River Semois the French emplaced no OPs at all.  The 

French used insufficient assets to prevent German 

reconnaissance units from penetrating their screen lines. 

The only indication of the French applying command and staff 

involvement and unity of command to counterreconnaissance 

was the battalion commander specifically assigned the 

counterreconnaissance mission at Chateau Porcien. 

The armistice of 22 June 1940 at Rethondes bears 

witness to the superiority of a sophisticated 

synchronization of combat power by the Germans over the 

French.  The success of the Germans to coalesce combat power 

was in large measure due to their incessant ability to get 

reconnaissance units through the failed French counter- 

reconnaissance screens.  This same lesson was eventually 

learned by the Soviets as they demonstrated in 1943 at the 

battle of Kursk. 

The entire experience of the Great Patriotic War, 
both of some failed operations at its beginning and 
of successfully conducted ones in its subsequent 
periods, showed convincingly that success in battle 
depends first and foremost on how carefully the 
enemy has been reconnoitered and how accurately and 
reliably fire has been delivered on the major 

14 



objectives and targets of his defense. 

Marshall of the Soviet Union 
S.L. Sokolov1*8 

Even as the Soviet Army was struggling to transform 

itself into the modern mechanized force envisioned by both 

Triandafillov and Tuchachevskiy, it suffered a disastrous 

defeat at the hands of the German Army.  A strategic and 

operational intelligence failure combined with abysmal 

tactical counterreconnaissance nearly destroyed the Soviet 

Army in the opening battles of Operation Barbarossa. 

Marshal Sokolov and others recognized the necessity of 

preventing the enemy from seeing the battlefield.  Learning 

how took time. 

It wasn't until 1943 that the Soviets really learned 

how to accomplish counterreconnaissance on a large scale. 

By the 20th of February 1943, the Kursk salient had been 

formed as a result of a huge Soviet counterattack to crush 

what seemed to be a German retreat.  This bulge was 100 

miles across and 80 miles deep with Kursk at its center. 

The Germans created the salient in an effort to cut off and 

destroy the Army Groups of Marshals Golikov and Vatutin. 

The Germans finally launched their attack on 4 July 1943. 

The four and a half months had given the Soviets time 

enough to discern the preparations for the German offensive, 

create the largest counterreconnaissance screen of the war 

and establish a formidable anti-tank/mechanized defense. 

Soviet reconnaissance units identified large German armor 

15 



preparations on both the north and south bases of the 

41 salient as early as March. 

The Soviet plan was brilliantly simple.  They 

envisioned a deep counterreconnaissance screen of 6 to 10 

miles on each flank.  They backed this area up with 6 main 

defensive belts extending another 20 miles deep per flank. 

Each defensive belt contained primarily infantry with AT 

weapons covering massive minefields and obstacle belts.  The 

deception plan called for displaying the screen area as the 

main battle area with weaker flanks and a s.trong front in 

the salient.  Armored counterattack forces were kept out of 

the salient and over 40 miles from the front lines in any 

42 direction to prevent detection. 

Initially, German recon units penetrated the counter- 

reconnaissance screen.  By April the Soviet screen tightened 

its grip and few German recon units penetrated further than 

6 to 7 miles.  The Soviets employed a vast array of OPs 

backed by mobile halftrack response forces carrying infantry 

and AT teams.  These surveillance/killer teams primarily 

focused on small lightly armed dismounts and motorcycle- 

mounted reconnaissance units.  The saturation of the 

counterreconnaissance screen area insured that few enemy 

43 recon units made it through undetected. 

For every OP that manned the screen lines in depth, 

replacement teams were available when enemy contact was 

made.  Once contact was made, it was maintained until the 

enemy was destroyed.  As OPs moved to maintain contact with 
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the enemy they were replaced.  Communication was 

accomplished by landline, radio and pyrotechnic signals.  To 

reduce response time, halftrack teams were usually found 

within a few hundred meters of the OPs and were themselves 

members of the same units as the OPs. 

A second counterreconnaissance belt was found between 

1000 and 2000 meters behind the first.  It was dug in and 

portrayed a false main defensive belt position.  Soldiers 

in this belt frequently never knew they were part of the 

45 counterreconnaissance screen. 

When the attack came, German armor units were slowed 

and quickly stripped of their accompanying infantry.  By the 

time the armor hit the main defensive belt, it was 

hopelessly overextended and fell prey to numerous Soviet 

tank formations.   Nineteen days' fighting at Kursk saw 

1,807 of nearly 3,000 German tanks destroyed and 70,000 dead 

A 7 
along with the last chance for victory in Russia. 

Every counterreconnaissance tenet was visible at 

Kursk.  The sheer scope of the counterreconnaissance screen 

displays its priority.  The deception plan enticed the 

Germans to continue with an attack they desired to conduct 

anyway.  The ten mile screen depth gave ample opportunity to 

destroy German reconnaissance units.  The Soviets 

effectively integrated all arms in the counterreconnaissance 

screen to include limited IEW assets and massive engineer 

efforts.  A single commander held responsibility for both 
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surveillance and killers in each sector.  That so few German 

reconnaissance units penetrated the screen after April 1943 

indicates that sufficient assets were made available, 

adequate expertise supervised the execution of the screen, 

and discipline had improved.  Guderian remarked that after 

April, fewer POWs were captured during reconnaissance 

48 
missions than February or March. 

Soviet counterreconnaissance, coupled with successful 

deception, denied the Germans the information they needed to 

devise a prudent plan.  Consequently, their attack at Kursk 

was a gamble at poor odds.49  Guderian commented after the 

war that Kursk, "...damaged the German Army to an 

irreparable degree and the loss of the war dates from 

50 
this defeat even more than from that at Stalingrad." 

The experience of the Great Patriotic War taught the 

Soviets the connection between the fight for information and 

success in battle.  Both Ukrainian and Russian current 

doctrine cite reconnaissance as "the most important type of 

combat support."51  If the US Army expects to defeat an 

enemy, it must first defeat their reconnaissance effort. 

The first step in defeating an adversary's reconnaissance 

capability is to understand it. 

III.  Threat Model Reconnaissance Doctrine, 
Organization and Tactics 

Does the US Army need a new threat model against 

which to test current counterreconnaissance doctrine, 

organization and training?  According to the Foreign 
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Military Studies Office (FMSO) at Fort leavenworth, the 

Russians and Ukrainians still possess the most capable 

reconnaissance force to use as a threat model.   FMSO 

gives three reasons why we should not abandon the old Soviet 

model for training purposes. 

First, the emerging Russian and Ukrainian model poses 

the most challenging threat the US might expect to meet.  By 

training to beat the best, the overall readiness and 

competence of the force improves.  Second, other anti- 

democratic nations, trained on the Russian or Ukrainian 

models, often have goals and ambitions inimical to those of 

the United States.  These nations lack the virtually 

unlimited resources of the old Soviet military, yet they 

remain credible threats.  (FMSO put Cuba and North Korea in 

this category, but cautions that their political futures are 

more uncertain than was the Soviet Union's in 1989.) 

Finally, the US army cannot afford the drain in resources 

needed to reinvent a threat annually or train exclusively 

53 against a second string opponent. 

The NTC OPFOR represents a first string opponent.  They 

are well versed in emerging Russian and Ukrainian doctrine 

and are fully capable of executing it at regimental level. 

Although Operation Desert Storm pitted coalition forces 

against a partially Soviet-trained and partially Soviet- 

equipped force, the defeat of the Iraqi Army was hardly the 

defeat of the Soviet methodology.   Two Desert Storm 

commanders felt the NTC OPFOR was a harder test than the 
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T   •  55 Iraqis. 

Even though geopolitical and economic circumstances 

have markedly changed our relationship with the successor 

states of the USSR, we do not need a new threat model.  To 

continue to use the doctrine, organizational structure and 

tactics of the two largest and most powerful of these 

states, Russia and the Ukraine, provides a valid framework 

for US understanding of counterreconnaissance operations. 

This can be done without antagonism, but rather with 

professional respect, a sense of tactical deterrence and, 

even interoperability. 

FMSO published an interesting piece from the 

Commonwealth of Independent States' viewpoint that indicates 

a shift in the importance the Russians and Ukrainians view 

reconnaissance and counterreconnaissance today.  Due to 

economic exigencies, the proliferation of precision guided 

munitions, and the revolutionary social and political 

changes now underway in the former Soviet Union, the 

Russians and Ukrainians are incorporating more defensive 

57 topics into their military study and analysis.   They also 

found the means to place more resources into US security 

zones. 

No longer are second echelons a viable means to carry 

the fight throughout the depth of the battlefield.  Within 

the new paradigm for non-linear warfare, the Russians 

realized that advantages accrued most to echelons that could 
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quickly close with the enemy, thus potentially rendering the 

enemy's high precision weapons less effective. 

This description of tactical combat in future war by V. 

Reznichenko significantly alters the traditional concept of 

echelonment.  From this thinking came the concept of the 

land-air battle: 

One can propose that, under the influence of modern 
weapons and the great saturation of ground forces with 
aviation means, the combat formation of forces on the 
offensive is destined to consist of two echelons—a 
ground echelon whose mission will be to complete the 
penetration of the enemy defense and develop the success 
into the depths, and an air echelon created to envelop 
defending forces from the air and strike blows against 
his rear area. 

The concept of the land-air battle requires greater 

information than ever, for now there will not be the luxury 

of numerous ground echelons with which to pressure the 

entire front to find and exploit weakness.  Weakness must be 

both found and exploited by a single echelon.  Aerial 

envelopment will succeed only with the effective choice of 

targets in the enemy's rear.  With this in mind the 

Ukrainians are experimenting with a larger ground 

reconnaissance element. 

A restructuring of the Motorized Rifle Battalion (MRB) 

faces two challenges: a reduction of main body signature and 

an increase of the number of reconnaissance units to 

saturate an enemy security zone.  Main body size will be 

slightly reduced.  The Combat Reconnaissance Patrol (CRP) 

becomes a reconnaissance company and the forward security 

element gets larger by one platoon.  (The elimination of 
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some second echelon regiments may provide the available 

force structure, but this is unconfirmed.) Taktika   (1991) 

describes this organization as the "battalion tactical 

group."60  The addition of another reconnaissance company 

presents a greater challenge to counterreconnaissance 

screens 

Both Russian and Ukrainian doctrine uses a special 

term that incorporates the correlation between 

reconnaissance and intelligence: Razvedka.      It is a 

requirement from the lowest level to the highest and all 

efforts are directed toward a common goal.  This activity is 

responsible for obtaining and analyzing information about 

fil 
the enemy before and during the battle. 

Razvedka is run by a Chief of Reconnaissance who is on 

a level equal with the operations officer at both the 

regimental and divisional level.  Ground reconnaissance 

forces at his disposal include a divisional reconnaissance 

battalion, a regimental reconnaissance company and now 

perhaps even a battalion reconnaissance company, if fielded. 

These will be augmented by advanced guard forces if a 

situation dictates forming penetrations through which 

reconnaissance can be passed. 

Reconnaissance units will not be expected to perform 

security duties.  Security duties are performed by elements 

of the advanced guard from the parent tank or motor rifle 

formation that will move in conformity to the main body. 

These are the elements that will fight to protect the main 
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body, not reconnaissance units. 

There exists a hierarchy or precedence by which 

reconnaissance elements are infiltrated into and 

through an enemy security zone.  Individual 

reconnaissance teams (2-6 soldiers) are the focal point 

of all reconnaissance.  All supporting efforts are designed 

to infiltrate them.  Reconnaissance teams usually ride in 

scout cars (BRDMs) or on motorcycles.  BMPs or AFVs are 

assigned to assist scout car and motorcycle penetration.  If 

necessary, tanks will come to the aid of the BMPs or AFVs. 

The tanks' role is to assist the infiltration of the BMPs or 

AFVs.  Situations may arise in which combat formations (non- 

reconnaissance) will be assigned missions to assist 

reconnaissance elements. 

Both Russians and Ukrainians layer their 

reconnaissance.  Division reconnaissance infiltrates 

deepest--to about 100 kilometers.  Regimental reconnaissance 

will try to accomplish missions to a depth of 50-60 

kilometers and now battalion reconnaissance will attempt to 

reach objectives up to 25 kilometers deep.  Time lines are 

48, 24 and 12 hours in advance of the lead echelon main body 

for divisional, regimental and battalion reconnaissance 

units respectively. 

.The layering effect of the different levels of 

reconnaissance and the priority which Russian and Ukrainian 

doctrine places on infiltrating their reconnaissance 

elements signifies that we will likely have to contend with 
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an even greater counterreconnaissance battle than previously 

if facing the Russians, Ukrainians or their understudies in 

combat.  Given the increased emphasis placed on Russian and 

Ukrainian reconnaissance efforts, we must reexamine our own 

means to counter this threat. 

IV.  US Counterreconnaissance Doctrine, 
Organization and. Training 

A recent RAND Corporation study of 113 battles at the 

National Training Center (NTC) indicates that serious 

weaknesses exist in the US Army's counterreconnaissance 

fifi 
doctrine, organization, and training.   The study 

concludes that a significant factor in OPFOR success was 

effective reconnaissance. 

NTC Observer/Controllers developed a reconnaissance task 

list specifically for the RAND study that included tasks 

generally equated to brigade, OPFOR regimental, and 

battalion commanders' priority information requirements 

(Appendix 1.).  RAND calculated the fraction of 

reconnaissance tasks accomplished for an attack and compared 

it with the rating given the mission by the O/Cs (Table A). 

For example, 18% of the units who accomplished less than 20% 

of their reconnaissance tasks received a mission rating of 1 

(unqualified failure).  Accomplishing 20 to 40% of 

reconnaissance tasks assigned was the midpoint between 

subsequent mission success and failure.  The correlation 

between successful reconnaissance and subsequent mission 

success is quite pronounced.  This data incorporates both 
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OPFOR reconnaissance versus US counterreconnaissance and 

67 vice versa, 

Fraction of R 
Tasks Accompl 

econ 
ished 

Mission Rating 
12   3   4 5 

0 - 20% 
20 - 40% 
40 - 60% 
60 - 100% 

18  50  21  11 
13  29  29  29 
0  27  28  45 

% % % %    YIQY1Q    ^^^^ 

0 
0 
0 
0 

Table A.  Subsequent Mission Success VS 
Reconnaissance Success (all battles) 

Mission Rating 1 = Unqualified failure 
Mission Rating 2 = Unsuccessful with major 

deficiencies 
Mission Rating 3 = Partial success with major 

deficiencies 
Mission Rating 4 = Success with minor deficiencies 
Mission Rating 5 = Unqualified success 

The correlation between OPFOR reconnaissance success 

against US counterreconnaissance and subsequent OPFOR 

mission success was even more pronounced.  In a sample 

population of 33 OPFOR regimental attacks, the OPFOR both 

accomplished a large fraction (40-60%) of the recon tasks 

listed at Appendix 1 and answered a majority of the 

commander's PIRs 28 times.  The OPFOR attained success   with 

minor  deficiencies  or unqualified  success  26 of these 28 

times.  In the remaining five battles, the OPFOR 

reconnaissance effort accomplished only a small fraction (0- 

20%) of their tasks.  The consequent regimental attack 

failed each time. 

Two conclusions can be drawn from the data from these 

113 battles.  First, reconnaissance is a significant key to 

victory in battle.  Second, OPFOR reconnaissance at the NTC 
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consistently defeats US counterreconnaissance screens.  O/Cs 

offer some interesting explanations why US 

counterreconnaissance screens fail. 

The reasons for failure cited by NTC representatives 

demonstrate many violations of the nine tenets of 

counterreconnaissance.  US scout platoons 

were either too thin on the ground (asset sufficiency) or 

too busy with other missions to prevent successful OPFOR 

reconnaissance infiltration (priority).  Units augmenting 

the scouts consistently arrived after the OPFOR 

reconnaissance penetrated the screen (asset integration). 

US infantry often failed to patrol beyond the immediate 

vicinity of their battle positions and vehicle crewmen were 

frequently found asleep (discipline).  Battalions rarely 

patrolled behind the counterreconnaissance screen or 

attempted deception measures against the OPFOR (depth & 

deception).  Often the scouts were assigned both the mission 

to identify and to destroy enemy reconnaissance.  During 

instances when there was a separation of OPs and killers, 

units had difficulty coordinating their efforts for lack of 

69 
a single commander for both elements (unity of command). 

Rarely did the OPFOR need to begin an attack with inferior 

information. 

Clearly, performance at the National Training Center 

demonstrates deficiencies in US Army doctrine, organization, 

and training to defeat a reconnaissance threat similar to 
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that of the OPFOR.  Yet this is not the only indicator of US 

counterreconnaissance deficiencies. 

In August 1988, the TRADOC commander directed the 

US Army Combined Arms Center (CAC) to conduct a 

reconnaissance, surveillance and counterreconnaissance 

assessment.  CAC organized a General Officer Executive 

Committee (GOEC) to address this task and defined the 

problem as:  "Observations and comments by field commanders 

throughout the Army indicate an inability of our battalions 

and brigades to routinely conduct adequate reconnaissance, 

provide adequate force security, and defeat enemy 

reconnaissance forces.  Our battalion and brigade maneuver 

forces are not winning the reconnaissance/security 

battle."70 

The study which CAC completed in early 1990 found that 

counterreconnaissance planning at division level and below 

71 was deficient.   Battalion level counterreconnaissance 

planning did not commit sufficient organic assets or 

synchronize their effects.  Staffs rarely included deception 

as part of the counterreconnaissance plan, nor did they plan 

adequate depth for the counterreconnaissance screen. 

Battalion scout platoons frequently ran short of assets and 

time needed to accomplish tasks assigned them by the 

battalion staff.72 

The picture was even bleaker at brigade level.  When 

brigades attempted to execute a comprehensive counter- 

reconnaissance plan, they did not effectively integrate 
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battalion assets with available brigade assets.  The staff 

officer orchestrating the counterreconnaissance execution 

was usually the night TOC officer.  This was frequently the 

junior officer on the operations staff.  This officer was 

often ill-trained and incapable of synchronizing the variety 

of assets needed to maintain contact with a single enemy 

reconnaissance target then pass it off to another asset to 

destroy it.  This became even more complicated when multiple 

73 targets appeared. 

The study also noted other deficiencies in our counter- 

reconnaissance training, force structure and equipment.  The 

GOEC found that doctrine did not address what specific 

organization within the brigade should perform counter- 

74 
reconnaissance.   Although the report did not state 

unequivocally that the lack of an organic counter- 

reconnaissance tool at the brigade level was a deficiency, 

it did state that brigades do not regularly train with the 

75 divisional assets that could fill the void.   In the rare 

opportunities when brigades do train with divisional assets 

such as the cavalry squadron, general support and attack 

7fi aviation, they were usually used as an OPFOR.   Either 

case presents a training dilemma that adversaries can 

exploit.  Take home packages provide a basis to solve this 

training dilemma. 

Take home packages from the NTC frequently indicate 

that counterreconnaissance failures at brigade and battalion 

levels is a result of major weaknesses in three distinct 
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areas: doctrine, organization, and training.  All three 

areas are interrelated.  Doctrine (to include as subsets: 

tactics, techniques, and procedures with units SOPs as a 

further subset of TTPs) provides units the framework for 

organization and training. 

Counterreconnaissance is one of the Army's newest 

doctrinal terms.  It was accepted in December 1988 as a 

doctrinal term as a result of the GOEC study.77  That 

study recommended that the definition published in JCS Pub 

1-02 be accepted as the Army's doctrinal definition.  The 

newest version of FM 101-5-1, Operational Terms and Symbols. 

published in January 1994 defines counterreconnaissance as: 

"All measures taken to prevent hostile observation of a 

170 

force, area or place." 

More than any others, FM 17-95, Cavalrv Operations, and 

FM 71-123, Tactics, Techniques and Procedures for Combined 

Arms Heavy Forces: Armored Brigade, Battalion Task Force. 

and Company Team, most fully discuss the challenges posed by 

the counterreconnaissance mission.  Given the relative 

newness of the term, it is not surprising that some gaps in 

information exist in both manuals. 

FM 17-95, Cavalry Operations, further specifies that 

counterreconnaissance is an inherent task in all security 

operations and defines it as "the sum of all actions taken 

at all echelons to counter enemy reconnaissance and 

surveillance efforts through the depth of the AO."73  The 

manual includes both active and passive measures necessary 
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to destroy or repel enemy reconnaissance elements or to deny 

enemy information about friendly units. 

A vast majority of FM 17-95 focuses on reconnaissance 

with only 45 of its 525 pages dedicated to security 

operations.  These 45 pages address few of the nine tenets 

of counterreconnaissance.  The manual highlights the need 

for depth, but not why it is necessary or how to use it. 

Separation of responsibility between surveillance and killer 

teams is absent as well as what constitutes asset 

sufficiency.  Deception is just a distant implication in the 

three security missions: screen, guard, and cover. 

The force executing a screen maintains surveillance, 

provides early warning to the main body, impedes and 

harasses the enemy with supporting indirect fires, and 

destroys enemy reconnaissance units within its 

capability.   The words "destroys enemy reconnaissance 

units within its capability" implies that some enemy recon 

units may get through.  There is no further discussion in 

the screen section regarding the integration of deception to 

provide for those enemy units that penetrate the screen. 

A unit with a guard mission has the same duties as one 

conducting a screen with the additional requirements to 

prevent enemy ground observation of and direct fire against 

01 

the main body.   Again, the manual makes no mention about 

how deception plays into a guard mission if an enemy is 

successful in penetrating a guard force.  Neither does it 

address exactly how enemy reconnaissance units are to be 
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intercepted and destroyed by the guard force. 

The discussion concerning the covering mission is 

the first time the manual alludes to deception.  The 

covering force accomplishes all the tasks of a screen or 

guard force with the additional requirements to develop the 

situation early and to deceive, disorganize, and destroy 

82 
enemy forces.   Armored Cavalry Regiments or reinforced 

brigades are the lowest level organizations that are 

structured to accomplish a cover mission. 

In addition to FM 17-95's lack of integration of 

deception into security missions, there is a vacuum 

concerning how units given a screen or guard mission set up 

to destroy enemy reconnaissance units 'within their 

capability.'  The manual does not mention what units 

organize surveillance and killer teams and how those teams 

act in concert with one another to destroy enemy 

reconnaissance units, avoid fratricide, and maintain 

coverage of the sector as the situation becomes fluid. 

FM 71-12 3, Tactics, Techniques and Procedures for 

Combined Arms Heavy Forces: Armored Brigade. Battalion 

Task Force and Company Team (Sept 1992), interestingly 

places counterreconnaissance under the 'Preparation for 

Combat' chapter which might lead one to believe that 

counterreconnaissance and combat operations are two 

different entities.  Of a total of 650 pages in the manual, 

ten paragraphs address counterreconnaissance: three for the 

brigade, six for the battalion task force, and one for the 
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company. 

The counter-reconnaissance overview never mentions 

manipulating the information enemy reconnaissance units 

acquire.  It primarily focuses on the active destruction of 

enemy ground reconnaissance elements.  This section seems 

incomplete as it says 'counterreconnaissance is one aspect 

of security;' however, it does not mention where it fits in 

relation to a larger security picture. 

The brigade section astonishingly states that "the 

brigade does not plan and execute counterreconnaissance as a 

unit."  The manual lays out only two tasks for a brigade to 

accomplish under counterreconnaissance: 1) to identify the 

reconnaissance threat facing the brigade and to predict its 

employment, and 2) to identify assets available to the 

brigade to conduct and support counterreconnaissance.  The 

only assets mentioned are IEW support teams, ground 

surveillance radars, and the maneuver battalions.   The 

manual never addresses COLT teams or other divisional assets 

which may be integrated into the brigade counter- 

reconnaissance fight such as the divisional cavalry 

squadron, other elements of the aviation brigade or RPVs. 

The actual execution of the counterreconnaissance fight is 

left to the maneuver battalions. 

FM 71-123 battalion task force instructions are far 

more explicit and come closest to adequately laying out how 

to conduct a counterreconnaissance fight.  The manual 

provides three primary tasks for a battalion task force to 
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accomplish during counterreconnaissance: 1) to identify the 

reconnaissance threat facing the battalion and predict its 

employment, 2) to identify assets available to the battalion 

to conduct and support  counterreconnaissance, and 3) to 

identify, locate and destroy enemy ground reconnaissance. 3 

FM 71-123 describes the tactics with which to 

accomplish the third battalion task better than any other 

manual.  It calls for the deployment of two elements forward 

of the battalion under a single commander.  The forward 

element establishes a screen to identify, locate and shadow 

enemy reconnaissance units while the rear element performs a 

guard mission to destroy the enemy reconnaissance units 

found by the forward screening element.  Additional 

discussions address the employment of obstacles, COLT teams, 

FA support, mortars, and assets made available to the 

battalion from brigade level. 

The battalion counterreconnaissance section still has 

doctrinal deficiencies.  No mention is made of conduct of 

counterreconnaissance behind the guard force.  Nor does the 

manual address enemy reconnaissance units that attempt to 

penetrate a brigade sector along the battalion boundaries. 

No explanation exists about what constitutes asset 

sufficiency.  Finally, the manual does not discuss deception 

in the main battle area to support the counterreconnaissance 

screen.  The main battle area can be structured to channel 

enemy reconnaissance into an avenue of approach.  In all 

probability, other enemy collection assets have already 
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found the main battle area.  Enemy ground reconnaissance 

will simply strive to confirm that information. 

The company counterreconnaissance section is the 

least comprehensive of the three levels.  The manual states 

clearly that companies do not execute independent 

87 counterreconnaissance operations.   Local security 

patrols are but one form of counterreconnaissance and 

companies conduct them all the time. 

As unit Standing Operating Procedures (SOPs) are a 

form of doctrine at the lowest level, it is necessary 

to point out that some units have filled the voids left 

by doctrinal manuals.88  The SOPs of the former 4-68 Armor 

and 1-77 Armor Battalions addressed deception both within 

89 the counterreconnaissance screen area and the main body. 

Their SOPs also gave specific guidance on who gains contact 

with enemy reconnaissance units, who destroys them and who 

insures that the enemy sees only what he is supposed to. 

These units establish positive control and address how and 

when a unit transitions from counterreconnaissance to the 

main battle. 

An SOP, while certainly adequate for individual units, 

does not standardize actions across the Army.  Gaps in 

doctrine concerning deception, depth, division of task 

responsibility, positive control of enemy reconnaissance 

units, priority, and integration of all assets in the 

counterreconnaissance fight at both the brigade and 

battalion levels is therefore a weakness. 
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Organizational structure for the brigade counter- 

reconnaissance fight acts is second major weakness. 

Brigades have no reconnaissance or security organizations. 

This void forces the brigade to rely on the battalions or 

division to provide the primary resources for surveillance 

and killers. 

In 1945, the US Army's Organization, Equipment and 

Tactical Employment of the Armored Forces study recommended 

that reconnaissance units be retained in any postwar 

organization.  These units should be equipped with wheeled 

vehicles to promote stealth and be supported by armored 

vehicles where necessary for protection. 

The report also concluded that pure reconnaissance 

missions were rare.  Defensive missions were more common for 

reconnaissance units. These units were regularly reinforced 

91 with artillery, tank destroyers, and engineers. 

Major James E. Wolf's 1988 study, Ground Reconnaissance 

in the Heavy Corps: Do Tactical Assets Match Mission 

Requirements?, corroborates the findings of the 1945 General 

Board.  He found that pure reconnaissance was historically 

conducted only six percent of the time while divisional 

security and special operations consumed eighty-nine percent 

92 of scout units' time.   The correct match between scouts, 

augmentation and missions remains a contentious issue. 

The Division 86 Study found that a reconnaissance 

and security platoon of ten wheeled vehicles was adequate to 

provide coverage across the brigade frontage when backed up 
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93 
by battalion scout platoons.   However, the US Army Armor 

Center found that brigades will usually see a frontage of up 

to fifteen kilometers in an open environment.  A ten vehicle 

scout platoon can only screen a maximum of eight kilometers 

94 in an open environment; less in more closed terrain. 

A ground troop in the aviation brigade squadron can screen 

approximately fifteen kilometers in the same environment and 

95 sustain that coverage indefinitely.   A scout platoon must 

be periodically replaced on the brigade screen to sustain 

itself or it should be assigned a smaller frontage. 

The Army of Excellence (APE), VOL. Ill, redesigned 

the HHC at brigade by removing the reconnaissance and 

security element planned for in the Division 86 Study. 

Convoy escort, straggler control, EPW and security missions 

(traditional scout platoon missions) all fell under the 

Military Police task list.  All reconnaissance missions were 

96 to be accomplished by battalion scout platoons.    No 

further assets were planned to augment the brigade for 

counterreconnaissance, and the organization of the battalion 

scout platoon was not altered. 

Major Rosenberger assessed the brigades ability to 

effectively conduct both reconnaissance and counter- 

reconnaissance missions at the NTC in 1988.  He found that: 

The brigade commander needs an organic reconnaissance 
and security element.  The element designed will be 
required to operate on a scale created by the size of the 
brigade sector.  Division 86 force structure originally 
identified a need for a brigade reconnaissance platoon. 
AOE cuts in 1984 deleted the platoon (as a bill payer for 
additional MP units).  The scout platoon alone, even 
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equipped with M-3s, is not capable of accomplishing all 
the tasks associated with a screen mission as part of a 
counterreconnaissance force. 

The GOEC indicated in its assessment of counter- 

reconnaissance organization that: 1) counterreconnaissance 

had to be layered to meet the threat of layered enemy 

reconnaissance, 2) the minimum size required to effectively 

cover a brigade frontage was a heavy company team, and 3) 

battalions needed a minimum of a heavy company team to 

adequately provide a counterreconnaissance screen for its 

main body. 

The ten vehicle scout platoon (HWWMV) or six vehicle 

scout platoon (M-3s) for the battalion and nothing in the 

brigade is a wholly inadequate organization in light of the 

GOEC, Rosenberger study and Armor Center findings.  To build 

a counterreconnaissance element at both the brigade and 

battalion level, units resort to creating ad hoc 

organizations.  All too often, these units do not possess 

the training for the complicated task of counter- 

reconnaissance . 

Major General Kenneth C. Leuer, serving as the Chief of 

Infantry, wrote in Infantry magazine: 

The lessons from the CTCs have shown the strong 
correlation between security and overall tactical 
success.  The importance of both reconnaissance and 
security missions cause commanders to assign more 
missions and tasks to their scout elements than they have 
resources to accomplish." 

The alternative is to assign these missions to units which 

are not as well trained, but have the resources to 
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accomplish them.  General Leuer's closing statement 

addresses this alternative: 

To prepare for that (battlefield) success, a 
battalion must clearly define its reconnaissance and 
security missions and tasks, task organize its units to 
perform them effectively, and aggressively execute 
them. 

Task organization is only effective with adequate training. 

The Army Research Institute for the Behavioral Sciences 

recently published an article concerning the determinants of 

success at the National Training Center.  ARI sought an 

understanding of the relationship between unit training and 

preparation for combat with unit effectiveness.  The scope 

of the study focused on armor and mechanized task forces at 

the NTC, and light infantry task forces at the JRTC. 

The ARI study found that the most successful units 

cross-attached companies between battalions then formed and 

trained combined arms teams at least four months before an 

NTC rotation.  The least successful units trained these 

102 
teams for less than three months.    The tasks for which 

units trained were just as important as the time a unit 

trained together. 

Brigades rated as most successful developed a battle- 

focused training program where 83 percent of training tasks 

were derived from ARTEP MTPs.  Other tasks were non-standard 

and included counterreconnaissance prominently.  The least 

successful brigades focused more training time on ARTEP 

tasks.    This is not surprising given that 

counterreconnaissance doctrine is not very specific. 
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Observations from O/Cs at the NTC address counter- 

reconnaissance training as a primary weakness. Emphasis 

during daylight seems to be oriented on preventing enemy 

reconnaissance from getting in; at night it devolves to just 

staying awake, something the BLUEFOR rarely does.10''  OPFOR 

reconnaissance units get through during the night and do 

their damage in daylight through passive observation. 

Take home packages frequently indicate that a lack of 

situational awareness and unfamiliarity with the 

coordination necessary to eliminate identified enemy 

reconnaissance unit is a significant cause for counter- 

reconnaissance failure.  Lack of familiarity causes 

hesitation and on occasion, paralysis.  This paralysis 

can be traced to home station training. 

A final training note that take home packages point out 

is that usually the "second team" executes the counter- 

reconnaissance plan.  The night TOC officers at both 

battalion and brigade levels are usually the junior officers 

of the unit.  They have the responsibility to fight a first 

10R 
team reconnaissance effort. 

Deficient areas in doctrine, organization, and training 

combine to create major weaknesses in US heavy brigade 

counterreconnaissance execution.  Deception, asset 

integration, depth and task responsibility are absent in 

counterreconnaissance doctrine.  Asset sufficiency is an 

organizational problem.  Training programs do not adequately 

prepare disciplined teams, nor do commanders and staffs 
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adequately prioritize command and control functions to 

prevent enemy reconnaissance units from penetrating US 

screens. 

V.  Conclusion 

Brigade level counterreconnaissance doctrine 

organization and training in the US Army needs a 

renaissance.  Reports from the RAND Corporation, the Center 

for Army Lessons Learned, the Combined Arms Command, and 

take home packages from the National Training Center all 

conclude that severe weakness exist in how we conduct 

counterreconnaissance both at battalion and brigade level. 

NTC results confirm the weakness.  ARTEP evaluations, 

commanders training summaries, reports from BCTP, and the 

findings of the GOEC come to the same conclusions based on 

non-NTC experience.  We do not fight counterreconnaissance 

well. 

The ideal test is wartime experience.  However, Desert 

Storm experience was not a valid test of our counter- 

reconnaissance capability.  Iraqis were ill-trained and 

poorly equipped to conduct the type of reconnaissance called 

for on the modern battlefield. 

The weaknesses cited by these sources reveal a common 

set of counterreconnaissance tenets.  They supply a basis 

for understanding counterreconnaissance.  These nine tenets 

are: priority, depth, deception, asset sufficiency, asset 

integration, task responsibility, discipline, command 

involvement and unity of command. 
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Three historical examples demonstrate that these tenets 

were critical to counterreconnaissance success: Ulm (1805), 

France (1940), and Kursk (1943).  Victory (or defeat) in the 

fight for information determined the outcome in each of 

these battles. 

The lessons are not lost on potential adversaries 

today.  Current Russian and Ukrainian doctrine and 

organization points to an even greater emphasis on 

reconnaissance than at any time previously. 

Reconnaissance units have existed at division and 

regimental levels for years.  Now there is a push to add a 

reconnaissance company at battalion level.  These units are 

equipped for surreptitious reconnaissance behind the enemy. 

They will be assisted by combat units as augmentation. 

One. reason for the shift to increased reconnaissance 

and larger lead echelons is the emphasis on precision guided 

munitions (PGMs).  Second echelons prove too vulnerable to 

them.  PGM effects may be neutralized by saturating the 

enemy security zone with more reconnaissance units and 

closing quickly with larger lead echelons.  Counter- 

reconnaissance becomes even more critical in this light. 

The NTC OPFOR accurately replicates the 

reconnaissance threat posed by Russian or Ukrainian 

doctrine.  Although the OPFOR do not use motorcycles or 

engineers as widely as Russians or Ukrainians (for safety 

and expense reasons), other advantages such as terrain 
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familiarity and additional reconnaissance time accrue to the 

OPFOR to balance the difference.  The OPFOR effectively 

exposes preexisting counterreconnaissance flaws. 

US Army weakness in brigade counterreconnaissance falls 

into three distinct categories: doctrine, organization, and 

training.  Examination of these three areas based on the 

nine tenets illuminates the problem. 

The most salient deficiencies are doctrinal.  Doctrinal 

manuals do not address the priority of counterreconnaissance 

in relation to the subsequent battle.  They do not explain 

force-space relationships, how much depth is necessary for 

the size of forces involved or what constitutes asset 

sufficiency.  Delineation of task responsibility between 

surveillance and hunter/killers is absent as well as the 

need for a single commander and staff to coordinate all the 

assets available to a brigade for counterreconnaissance. 

Asset sufficiency crops up again in the area of 

organizational deficiency.  Brigades possess no separate 

reconnaissance/security element.  They must rely on 

battalion scouts or divisional assets.  Battalion scouts are 

not able to screen their own frontages let alone the 

brigade's.  Given the limited scout assets throughout a 

brigade, maneuver units must reinforce or replace them. 

Sufficient coverage for a counterreconnaissance screen 

consists of a company team as surveillance and another as 

hunter/killers.  Both companies should be assigned under a 

single commander to facilitate coordination and avoid 
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fratricide.  This organization supports sustained operations 

whereas scouts alone do not.  Such company teams must be 

trained to accomplish surveillance and guard missions. 

The preparation of teams fulfilling the surveillance 

and hunter/killer tasks is inadequate.  ARI indicates four 

months are the minimum time needed to establish effective 

working relationships necessary to accomplish counter- 

reconnaissance.  Most units spend less than three months 

creating their teams.  Training those who plan and supervise 

the execution of counterreconnaissance is also not done. 

This monograph recommends three possible solutions to 

remedy counterreconnaissance weakness: incorporate the nine 

tenets into counterreconnaissance doctrine; fully integrate 

the assets currently available to a brigade; focus training 

programs to create the teams on the screen line and polish 

the ability of commanders and staffs to coordinate their 

use.  Appendix 2 offers a counterreconnaissance task list 

integrated with potential assets available to a brigade to 

serve as a starting point. 
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APPENDIX 1 
Reconnaissance Task List and Asset Utilization Matrix 

Assets 

Tasks 

Route 

Locate Screen Positions 
Locate Route Obstacles 
Breach/mark Obstacles 
Mark Assault Route 
Infiltrate Route 
Establish Route OP 
Recon Terrain 
Recon Trafficability 
Timely Communication 

Objective 

Locate Enemy Positions 
Locate Objective Obstacles 
Breach/mark Obstacles 
Establish Objective OP 
Direct Fires 
Assist Cmd and Control 

s 
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o 
u 
t 
s 

G 
S 
R 

V 
i 
s 

A 
i 
d 
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0 

I 
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V 
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i 
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a 
1 

I 
E 
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Others 

Notes on the matrix: 
This matrix acts as a coordination tool.  Where two 

assets are assigned the same task they should be integrated 
under a single commander.  Rehearsals to test the 
coordination are recommended.  There are multiple assets 
available to accomplish each task, so spread out the wealth, 
Acoustic and seismic sensors may become available and fall 
in the others category.  Maneuver units may assist 
reconnaissance units in route infiltration and fall in the 
others category. 
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APPENDIX 2 
Counter-reconnaissance Task List and Asset Utilization Matrix 

Tasks 

Screen Line 

C'Recon IPB 
Establish Ops 
Emplace/Cover Obstacles 
Cover Infiltration Rtes 
Conceal Screen Line 
Locate Enemy Recon 
Destroy Enemy Recon 
Deceive Enemy Recon 
Assist Cmd and Control 
Direct Fires 
Plan Fratricide Prevention 
Sustain Screen Line Units 
Timely Communications 
Maintain Positive Control 

of Enemy Recon 

Main Body Location 

Establish Ops 
Emplace/Cover Obstacles 
Cover Infiltration Rtes 
Conceal Protected Assets 
Locate Enemy Recon 
Destroy Enemy Recon 
Deceive Enemy Recon 
Direct Fires 
Maintain Movement 
Local Security Patrols 

u 
n 
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s 
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Notes on the matrix: 
This matrix acts as a coordination tool.  Where two 

assets are assigned the same task they should be integrated 
under a single commander.  Rehearsals to test the 
coordination are recommended.  There are multiple assets 
available to accomplish each task, so spread out the wealth. 
Maneuver units make effective OPs as well as hunter/killers, 
Acoustic and seismic sensors may become available and fall 
in the others category. 
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